FROM THE SCYLLA OF RESTRICTION TO THE CHARYBDIS OF LICENCE? EXPLORING THE SCOPE OF THE “SPECIAL PURPOSES” FREEDOM OF EXPRESSION SHIELD IN EUROPEAN DATA PROTECTION

DAVID ERDOS

Abstract

The relationship between European data protection and public freedom of expression is tense. Directive 95/46 includes a special purposes provision for processing “carried out solely for journalistic purposes or... artistic or literary expression”, but its limited scope fails to fully reconcile values in this area. The recent Google Spain decision highlights that these problems were only partially resolved in Satamedia. Proposed amendments risk expanding the scope of this highly discretionary clause into one of universal application. However, this conflicts with the core harmonizing aim of reform, and would almost certainly be interpreted much more restrictively, fuelling existing confusions. A two-pronged, layered approach may be preferable, expanding the special purposes provision to protect disclosure of information, opinion or ideas for the benefit of the public collectively, while obliging Member States to effect a broader but more stringent reconciliation of data protection with the right to public freedom of expression under general derogation provisions.

1. Introduction

European data protection law and freedom of public expression coexist in a state of serious tension. In recognition of this fact, the drafters of European Union Data Protection Directive 95/46 included a “special purposes”
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provision requiring that Member States provide a qualified shield for processing “carried out solely for journalistic purposes or the purpose of artistic or literary expression”.¹ In 2008, the EU Court of Justice held in Satamedia that, at least when the processing in question concerned the reuse of data in documents already placed in the public domain under national legislation, the phrase “solely for journalistic purposes” covered all activities whose “sole object is the disclosure to the public of information, opinions or ideas”.² A significant amount of commentary on this decision understood it to be mandating an extremely broad construction of this provision, with Oliver stating that the definition of journalism offered was “tantamount to declaring that all expression must be classified as such”.³ In fact, both the ECJ’s and other European courts’ construction of the special purposes provision remained not only highly opaque but also much narrower than that comment suggests. In sum, even after Satamedia, these actors have generally interpreted the scope of this provision to exclude the dissemination of information to essentially privatized individuals, even if these are indefinite in number, and also other forms of dissemination where a processing purpose other than journalism may also be considered present. The ECJ’s own rejection of an expansive interpretation of Satamedia was highlighted recently in Google Spain which, inter alia, found that, whilst in some circumstances web publishers may be able to benefit from the special purposes provision, “that does not appear to be so in the case of the processing carried out by the operator of a search engine”.⁴ As a result, the current formulation of the special purposes provision is too restrictive to provide a general reconciliation of values in this area.

Roughly at the same time as the Google Spain case was first lodged with the ECJ, the European Commission announced a proposal to further harmonize European data protection law by replacing the current Directive with a new Data Protection Regulation.⁵ Although the Commission’s draft suggested making only limited changes to the wording of the special purposes provision, both the Council and the European Parliament have now proposed more radical amendments which would expand its scope to allow, and require,

³ Oliver, “The protection of privacy in the economic sphere before the European Court of Justice”, 46 CML Rev. (2009), 1454.
⁴ Case C-131/12, Google Spain, Google v. Agencia Española de Protección de Datos, Mario Costeja González, EU:C:2014:317, para 85.
⁵ European Commission, Proposal for a Regulation of the European Parliament and of the Council on the Protection of Individuals with regard to the Processing of Personal Data and on the Free Movement of Such Data (COM(2012)11 final)).
Member States to effect a general reconciliation between data protection and “freedom of expression”. Given that the entirety of European data protection has from its inception been recognized to be in inherent tension with freedom of expression, this rephrasing would, in principle, transform the special purposes provision into a clause of general application. In sum, the scope of free speech under European data protection would, in theory at least, shift from the Scylla of undue restriction to the Charybdis of licence. However, since such a change would dramatically conflict with the proposed Regulation’s core aim of further harmonizing data protection law across the EU, it is almost certain to be interpreted much more restrictively and against its natural meaning. As a result, it would not resolve the current confusion.

This article provides the first systematic analysis of the scope of the present and the potential future special purposes provisions within European data protection law; it also puts forward an alternative conceptualization for managing the growing tension between European data protection and public freedom of expression. Sections two and three below outline both the general contours of the current European data protection regime and the history and structure of its special purposes provision. Section four explores in detail the ECJ case law on the scope of the “special purposes”. Section five broadens the discussion by elucidating interpretations adopted at national level by courts and Data Protection Authorities (DPAs). Following on from this, section six outlines the recent proposals to reform European data protection, and especially the special purposes provision itself, through the replacement of current Directive with a new Data Protection Regulation. Section seven analyses the situation as a whole and suggests an alternative conceptualization for reconciling European data protection and the right to public freedom of expression. Section eight gives brief conclusions.

2. The current European Data Protection regime

2.1. Purpose and scope

The EU Data Protection Directive 95/46, which is designed to “give substance to and amplify” the provisions of a Council of Europe Data Protection Convention finalized in 1981, has a breath-taking purpose and scope. Its

---

purpose is to “protect the fundamental rights and freedoms of natural persons, and in particular their right to privacy with respect to the processing of personal data”, at the same time prohibiting the restriction of the free flow of such information within the European Economic Area (EEA) for reasons connected with such protection. Absent a specific exemption, its material scope encompasses the “processing of personal data wholly or partly by automatic means” as well as in certain structured, manual filing systems. Each of the relevant terms is defined expansively. “Processing...by automatic means” covers “any operation” performed by digital means, including “placing information on an [unstructured] internet page”. Meanwhile, “personal data” refers to “any information relating to an identified or identifiable natural person”. Thus, “data” and “information” are not only treated synonymously, but both are defined broadly, arguably even to encompass very innocuous published information such as the name of an author coupled with a book title. In 2008 the ECJ confirmed that public domain material was included within its scope, stating that any other holding would “largely deprive the directive of its effect”. Legal liability rests, in all cases, on “data controllers”, defined as those entities “which alone or jointly with others determin[e] the purposes and means of the processing of personal data”. The broad scope and purpose of European data protection ensures that there is necessarily a strong interaction with public freedom of expression, which may be conceptualized broadly as the freedom to disclose to an indefinite number of people “information and ideas without interference

8. On its face, the Directive only refers to the European Union. However, under the Agreement on the European Economic Area (O.J. 1994, L 1/3), the Directive also extends to Iceland, Liechtenstein and Norway, three associated States which, together within the EU, make up the European Economic Area (EEA). The precise relationship between these non-EU EEA States and both interpretations of the Directive provided by the ECJ and related legal provisions such as the right to data protection in the EU Charter of Fundamental Rights remains a matter of great complexity, the consideration of which is beyond the scope of this article.

10. Ibid., Art. 2(b).
13. “Amendments likely on data protection”, Bookseller, 5 July 1991, p. 8. Recent ECJ case law, however, casts considerable doubt on the continuing validity of the most expansive interpretations of these terms. See, in particular, Joined Cases C-141 & 172/12, YS v. Minister voor Immigratie, Integratie en Asiel; Minister voor Immigratie, Integratie en Asiel, EU:C:2014:2081.
14. Case C-73/07, Satamedia, paras. 46–48. This understanding was confirmed in Case C-131/12, Google Spain, para 30.
by public authority and regardless of frontiers”, coupled with the right of these individuals to receive the same.\footnote{16}

2.2. Default standards

The breadth of Directive 95/46 combines with the demanding nature of many its default requirements, two of which are outlined here for illustrative purposes. First, as regards data subject notification, Article 10 states that when information is collected directly from data subjects, they must be provided with information regarding the identity of the data controller, the purpose or purposes for which their data will be processed, and any further information necessary to guarantee fair processing. It has been argued that even processing data as a result of observing people constitutes “direct” collection.\footnote{17} This would seem to make even taking a photo of a crowd incorporating identifiable individuals legally suspect. Article 11 includes similar provisions for the “indirect” collection of information unless, subject to “appropriate” safeguards, such provision is either “impossible” or “would involve disproportionate effort”.

Secondly, as regards sensitive data, the regime goes much further, generally prohibiting private sector processing at least unless the data “are manifestly made public” by the subject\footnote{18} or their explicit consent is obtained.\footnote{19} Sensitive data is defined broadly and categorically so as to encompass any information revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, trade-union membership, concerning health or sex life or relating to offences, criminal convictions or security measures.\footnote{20} On the basis that they reveal “racial or ethnic origin”, some court judgments have even held that colour photographs of identifiable individuals fall within this rubric.\footnote{21}

2.3. General exemptions and derogations

The Directive tempers the burdensome nature of its default requirements with a number of wide-ranging exemptions and derogations. To begin with, the first

\footnote{16. ECHR, Art. 10; Charter of Fundamental Rights of the European Union (O. J. 2010, C 83/389), Art. 11.}

\footnote{17. Rosier and Vereecken, “Data protection aspects within the framework of socio-economic research” (2003), Institute for employment studies <www.respectproject.org/data/415data.pdf> (last visited 29 July 2014), p. 21. A recent judgment handed down by the ECJ appears to indicate that such an understanding is incorrect. See Case C-212/13, František Ryneš v. Úřad pro ochranu osobních údajů, EU:C:2014:2428.}

\footnote{18. The continuing tense of this phrase opens the way for individuals to later seek to withdraw such information from the public domain.}

\footnote{19. Directive 95/46, Arts. 8(1) and 8(3).}

\footnote{20. Ibid., Art. 8.}

\footnote{21. Murray v. Big Pictures, [2007] EWHC 1908 (Ch); [2007] EMLR 22 (overruled but not on this point); Hoge Raad (Netherlands Supreme Court), (23 March 2010) LJN BK6331.}
indent of Article 3(2) excludes processing in “the course of activity which falls outside the scope of Community law”, whilst the second similarly excludes processing “by a natural person in the course of a purely personal or household activity”. Additionally, Article 13(1)(g) allows Member States to adopt legislative measures derogating from much of the default scheme if these are “necessary . . . to safeguard . . . the rights and freedoms of others”. Finally, via Article 8(4) and 8(5), Member States may also derogate from the restrictions on private sector processing of sensitive data for reasons of “substantial public interest” and subject to the provision of “suitable safeguards” or, in the case of restrictions applicable to data relating to offences, criminal convictions or security measures, subject to “suitable specific safeguards”.22 Under Article 8(6), the Commission should be notified of any such derogation.

Notwithstanding their importance, however, neither of these classes of exemption or derogation can fully substitute for the special purposes provision which requires Member States to shield processing “carried out solely for journalistic purposes or the purpose of artistic or literary expression only if they are necessary to reconcile the right to privacy with the rules governing freedom of expression”.23 Thus, in Lindqvist, the ECJ ruled that the first indent of Article 3(2) could not apply to the “fields of activity of individuals”24 but only to those of “the State or State authorities”.25 Turning to the second indent, the same case stated that this exemption only applies in relation to “activities which are carried out in the course of private or family life of individuals, which is clearly not the case with the processing of personal data consisting in publication on the internet so that those data are made accessible to an indefinite number of people”.26 Obviously public communication intrinsically involves disclosure to an indefinite number. Meanwhile, the derogations provided for in Articles 13(1)(g) and 8(4)–8(5) are not only drafted in discretionary as opposed to mandatory language but, in any case, only cover a limited range of the Directive’s provisions. In particular, no derogation may be made from the substantive requirement for a legitimating condition for processing,27 the right to object to data processing,28 the right to object to automated individual decision-making,29

22. Art. 8(5) does, however, add that “a complete register of criminal convictions may be kept only under the control of official authority”.
24. Case C-101/01, Lindqvist, para 43.
25. Ibid., para 43.
26. Ibid., para 47.
29. Ibid., Art. 15.
the duty to provide a notification of data processing, and the data export regime. Additionally, no derogation may be made so as to exclude the jurisdiction of the DPAs to supervise implementation of these requirements by considering complaints, investigating and intervening where necessary. Seemingly in an overbroad reliance on these provisions, in 2007 Sweden enacted a new law to exclude from all the substantive provisions of its Personal Data Act processing which “is not included in or intended to be included in a collection of personal data which has been structured in order to evidently facilitate search for or compilation of personal data” and does not violate the privacy of the data subject. However, aside from this singular case, these general derogations have not to date been used by Member States to adopt wide-ranging legislative provisions protecting activities linked to public freedom of expression. In practice, therefore, it has been the specifically designed special purposes provision which has been utilized as the legislative mechanism for addressing the thorny issues which arise in this area. This article therefore turns to an elucidation of the history, general nature and in particular the scope of this important shield.

3. The history and current structure of the special purposes provision

The current special purposes provision, now found in Article 9 of Directive 95/46, has its origins in Article 19 of the first draft of the Directive, released by the Commission in 1990. The original wording empowered, though did not require, Member States to grant derogations from all the provisions in the Directive “in respect of the press and the audiovisual media . . . in so far as

30. Ibid., Arts. 18, 19 and 21.
31. Ibid., Arts. 25 and 26. Nevertheless, it should be noted that under Art. 26(1)(d), Member States are obliged to provide a derogation from the restriction on exporting personal data where this is necessary “on important public interest grounds”.
32. Ibid., Art. 18.
33. Sweden, Personal Data Act 1998, s. 5(a) (as amended) (translated from Swedish). The extensive breadth and depth of this provision is not compatible with the current wording of European data protection law. It is not tied to protection of any specific right or freedom and it shields processing from all the substantive data protection provisions and not just those set out in Art. 13(1)(g) and Art. 8(4) and 8(5) of the Directive. It is also relevant to note that this provision was not notified to the Commission as required by Art. 8(6). See Commission, “Notifications to the Commission by EU Member States in line with Article 8(6) of Directive 95/46” (2011) <amberhawk.typepad.com/files/commission_list_notifications_feb2011.pdf> (last visited 29 July 2014).
they are necessary to reconcile the right to privacy with the rules governing freedom of information and of the press”.35 This wording encountered criticism as a result of its merely permissive language, the institutionally confined nature of the group who could benefit from it, and its alleged potential to provide exemptions for activities such as billing or customer profiling which, whilst carried out by the media, had no direct relationship with public freedom of expression. In response, the revised draft produced in 1992 rephrased the provision so as to state that “[w]ith a view to reconciling the right to privacy with the rules governing freedom of expression, Member States shall prescribe exemptions from this Directive in respect of the processing of personal data solely for journalistic purposes by the press, the audio-visual media and journalists”.36 As a further aid to explication, the article was placed in a section for “special” categories of processing and acquired the title: “Processing of Personal Data and Freedom of Expression”.37 This revision, however, failed to satisfy all of the concerns and in October 1993 the Belgium Presidency suggested adding to the clause the purpose of “creation artistique ou littéraire” whilst also deleting any reference to specific classes of person who might engage in such activities. This was intended to “mieux préciser les limites des finalités des traitements relatifs à l’exercice de la liberté d’expression pour lesquels des dérogations sont nécessaires”.38 Some seven delegations expressed reservations about this proposed change,39 the principal concern being that the new wording might extend the scope to the development of any product which could be protected via intellectual property.40 Spain was particularly keen to emphasize that “databases could not be regarded as artistic creation”, a concern which was clearly related to the discussions on a Directive on the legal protection of databases which were underway at the same time.41 As a result, the wording

35. Ibid., Art. 19.
37. Linked to this, the accompanying explanatory memorandum stressed that the term “journalists” was “intended to include photojournalists and writers such as biographers”. See Commission, Explanatory memorandum: Amended proposal for a Council Directive on the protection of individuals with regard to the processing of personal data and on the free movement of such data, COM (92)422 final, p. 19.
41. Council Document 7500/94 (9 June 1994) (noting reservations on this point by Germany, Spain, France, Greece, Italy, Portugal and to a certain extent Luxembourg).
was changed so as protect not “artistic or literary creation”\textsuperscript{42} but rather “artistic or literary expression”.\textsuperscript{43} Spain and Italy, however, continued to petition for rejection of this expansion, a request which was assuaged by the Council agreeing to adopt a special Statement in the Minutes put forward by Italy, the final wording of which stated that the Council and the Commission noted that “copyright protection of artistic or literary works will not affect this Directive” and that “literary and artistic expression is a form of expression, freedom of which is guaranteed by Article 10 of the European Convention on Human Rights”.\textsuperscript{44} The final wording of Article 9 also emphasized its qualified nature. Derogations were to be provided “only if they are necessary to reconcile the right to privacy with the rules governing freedom of expression”. Recital 37 further added that the derogations should be those “necessary for the purpose of balance between fundamental rights”.

Article 9 has been implemented very differently within EU Member States – partly reflecting its rather opaque and “finely wrought”\textsuperscript{45} balance between privacy and freedom of expression. Not only the depth but also the scope of the special purposes vary considerably. A considerable number of jurisdictions essentially repeat verbatim Article 9’s phraseology shielding all processing “solely for journalistic purposes or the purpose of artistic or literary expression”. A number of others, however, explicitly restrict derogations to the institutional media or journalistic purposes only, whilst laws in a few jurisdictions explicitly seek to go beyond the wording in Article 9 by, for example, extending the derogation to the exercise of freedom of expression itself.\textsuperscript{46} Whilst certainly interesting, it is not the purpose of this article to explore such national idiosyncrasies for their own sake. Rather, this article focuses on explicating the maximum scope of the special purposes provision as set out under current and potential future pan-European law. This question will first be approached by considering the relevant jurisprudence of the ECJ on this subject.


\textsuperscript{42} Ibid.
\textsuperscript{45} Keller, \textit{European and international media law: Liberal democracy, trade and the new media} (OUP, 2011), p. 338.
4. Case law of the Court of Justice

4.1. The holding in Satamedia

The leading ECJ case on the interpretation of Article 9 is Satamedia. This Grand Chamber preliminary reference concerned the question whether activities of Satakunnan Markkinapörssi Oy and Satamedia Oy, making public domain tax income data on 1.2 million Finnish residents available via a hard-copy catalogue and a pay-per-view Special Messaging Service (SMS), could be deemed to be “solely for journalistic purposes” and, therefore, within the scope of the Article 9 shield. Satakunnan Markkinapörssi, Satamedia and Finland argued that this phrase covered “the entire protected area of freedom of expression”. Somewhat along the same lines, Sweden referred to the unilateral statement it made on Article 9 at the time of Directive’s adoption. According to the Advocate General, this held that “journalistic purposes depend, not on the information imparted, that is to say, the subject-matter, but on the nature of the communication”. In fact, however, the Statement itself referred only to “artistic and literary expression”, stating that in Sweden’s opinion this referred “to the means of expression rather than the contents of the communication or its quality”. In contrast, the Commission, Estonia and Portugal disputed the applicability of Article 9, with the Commission in particular arguing that, owing to its far-reaching potential depth, its scope should be “interpreted restrictively”. The Advocate General’s Opinion stated that “the Article 9 exception can apply only to processing operations which serve journalistic purposes alone” and that processing would only serve such purposes “when it aims to communicate information and ideas on matters of public interest”. It did, however, acknowledge that examination of subject matter “is a sensitive issue” and that, in principle, the fact that the activities in question were not undertaken by the traditional media, were undertaken for profit and were carried out via SMS did not in and of itself preclude the applicability of

47. Case C-73/07, Satamedia.
49. Ibid., para 70.
51. Opinion in Case C-73/07, Satamedia, para 60.
52. Ibid., para 80.
53. Ibid., para 128.
54. Ibid., para 70.
Article 9. The question of public interest would need to be “determined by the national court in light of all available objective information”.55 Unlike the Opinion, the Grand Chamber judgment expressed itself much more tersely. In contrast to the Commission, the Court argued that “[i]n order to take account of the importance of the right to freedom of expression in every democratic society, it is necessary . . . to interpret notions relating to that freedom, such as journalism, broadly”.56 As a result, it held that, at least when “relating to data from documents which are in the public domain under national legislation”, processing of personal data must be considered to be “‘solely for journalistic purposes . . . if the sole object of those activities is the disclosure to the public of information, opinions or ideas. Whether that is the case is a matter for the national court to determine’”.57 The Court also explicitly agreed with the Advocate General that it did not matter if such activities were not undertaken by the traditional media, were undertaken for profit, and involved the new use of new electronic mediums of communication such as the internet.58 Finally, the judgment emphasized that the shield provided by Article 9 even for processing within its scope was far from absolute; to the contrary, the Court stated that “the protection of the fundamental rights to privacy requires that the derogations and limitations in relation to the protection of data . . . must apply only so far as is strictly necessary”.59

4.2. Analysis of the Satamedia holding within a broader ECJ context

The Court’s central phrase – “sole object . . . the disclosure to the public of information, opinion or ideas” – has rightly been described as “enigmatic”.60 If interpreted expansively and a-contextually, it could be held to protect any dissemination to an indefinite number of people, even if this is for an essentially privatized purpose. On the other hand, if the term “the public” is understood to be referring to the body politic (or a section thereof) collectively, then only dissemination oriented to contributing to a collective, public debate would be protected. Moreover, given the reference to “sole object”, Article 9 could even be deemed inapplicable if another purpose.

55. Ibid., in particular, paras. 82 and 94.
56. Ibid., para 128.
57. Case C-73/07, Satamedia, para 56.
58. Ibid., para 66.
59. Ibid., paras. 58–60.
60. Ibid., para 56. In clear tension with this understanding, Finnish data protection law entirely exempts this type of processing from compliance with substantive data protection responsibilities. See Finland, Personal Data Act, s. 2(5) (523/1999).
61. Oliver, op. cit. supra note 3, p. 1454.
cognizable by European data protection was also present. Choosing between broader and narrower constructions is far from merely theoretical; on the contrary, as is shown below, narrower constructions are likely to render the special purposes provision inapplicable to a wide range of both new and traditional communicative activities.

As noted above, a number of legal commentators have interpreted the meaning of this phrase very expansively. For example, Vousden argued that Satamedia “favours the delivery of information in the public domain through the chaos of the market”, 62 whilst Lynskey stated that “it will allow national courts to exempt virtually any form of expression involving personal data processing from the scope of the Directive”. 63 However, especially when examined in the context of the wider ECJ case law of Lindqvist and Google Spain, it is clear that the Court actually intended this phrase to be understood much more narrowly where, in particular, “the public” referred to a collective as opposed to essentially privatized grouping. As will be seen in the following section, this was also the approach taken to the phrase when the Satamedia case itself returned to the Finnish courts.

Lindqvist was the first ECJ case in which the potential applicability of the special purposes provision was raised. It concerned the relationship between European data protection and the posting by a Swedish lady on her personal website of certain (generally rather innocuous) personal data about others working with her on a voluntary basis in a parish in the Swedish Protestant Church. 64 Seemingly forgetting that the wording had deliberately been narrowed so as to refer not to creation but rather expression, the Commission argued that the website should be considered “an artistic and literary creation within the meaning of Article 9”. 65 However, despite both this explicit (albeit somewhat inaccurate) reference to the potentially broad concept of artistic and literary expression rather than simply journalistic purposes, and the fact that the website was clearly disseminating information to an indefinite number, the Court refused to endorse such an interpretation. Instead, it confined itself to holding that national authorities and courts responsible for applying national legislation implementing the Directive must “ensure a fair balance

63. Lynskey, “From market-making tool to fundamental right: The role of the Court of Justice in data protection’s identity crisis”, in Gutwirth, Leenes, de Hert and Poulet (Eds.), European Data Protection: Coming of Age (Springer, 2013), p. 71. Given that the Court was at pains to emphasize that even if processing was characterized as being solely for journalistic purposes, such activity remained within the scope of the Directive and could be the subject only of derogations which were strictly necessary to protect the fundamental rights in play, Lynskey’s remarks are particularly difficult to square with the judgment.
64. Case C-101/01, Lindqvist, para 2.
65. Ibid., para 33.
between the rights and interests in question, including the fundamental rights protected by the Community legal order".66

In the recent Grand Chamber case of Google Spain, which concerned the data protection obligations of Google search engine when indexing and making available public domain search results, the Court stated that whilst:

“[T]he processing by the publisher of a web page consisting of information relating to an individual may, in some circumstances, be carried out ‘solely for journalistic purposes’ and thus benefit, by virtue of Article 9 of Directive 95/46, from derogations from the requirements laid down by the directive . . . that does not appear to be so in the case of the processing carried out by the operator of a search engine.”67

It is notable that, similarly to Lindqvist and indeed Satamedia,68 the Court tended to conflate analysis of “journalistic purposes” and the “purpose of literary and artistic expression”. Notwithstanding suggestions to the contrary,69 it is clear this later phrase will shield a far narrower range of activity that the concept of artistic or literary creation within intellectual property law.70 In any case, given that search engines such as Google clearly do disseminate on request information to an indefinite number of people (albeit on the basis of an individualized request), the Court’s explicit understanding of “journalistic purposes” is clearly inconsistent with an expansive reading of the holding in Satamedia.

66. Ibid., para 101.
67. C-131/12, Google Spain, para 85.
68. It is true that in Satamedia not even the Satamedia company itself sought to argue that its processing had a literary or artistic expressive purpose. However, there was nothing to prevent the Court highlighting these aspects of the special purposes provision on its own account, as it did later in relation to “journalistic purposes” in the Google Spain case.
69. E.g., discussing the UK implementation of Directive which admittedly refers not to “literary expression” but rather to “literary purposes” (United Kingdom, Data Protection Act 1998, s. 3), Jay appears to conflate this with literary work protection under intellectual property law stating: “In relation to copyright protection under the Copyright, Design and Patents Act 1988 a literary work is any original written material. There is no test of literary merit attached. It is suggested that this is also the correct approach to the concept of literary work in the context of the DPA” (Jay, Data Protection Law and Practice, 4th ed. (Sweet & Maxwell, 2012), p. 566).
70. In particular, especially given the common Statement of the Minutes on this adopted at time the Directive was finalized, the phrase “literary and artistic expression” as opposed to “literary and artistic creation” will not provide protection for what the European Court of Human Rights has defined as “commercial speech”, which has been defined as “primarily, speech that has the purpose of forwarding the commercial interests of an organization by promoting its products or services”. See Phillipson and Fenwick, Media Freedom under the Human Rights Act (OUP, 2006), p. 60.
5. National understandings of the special purposes

Although even before Satamedia national courts had held that the “special purposes” provision was not confined to traditional institutional journalism, they have almost universally adopted a narrow construction, deeming it inapplicable to activities as diverse as rating websites, street mapping services and socio-political campaigning. Meanwhile, DPAs have generally adopted an even more restrictive understanding of the special purposes shield, with many appearing to limit its ambit to the professional media only.

5.1. Satamedia and other electronic database cases

The favouring by national courts of a fairly narrow construction of the Satamedia holding was immediately apparent once the preliminary reference returned to Finland for implementation. Here, the Finnish Supreme Administrative Court found that, despite the fact that data was clearly being disseminated to an indefinite number, these individuals were essentially acting as privatized actors rather than as part of a collective “public”. The Article 9 shield was, therefore, inapplicable. In sum it stated:

“The text message service of Satamedia Oy is based on the fact that the company’s service processes an individual person’s tax data according to a request by another person. The question is not, as mentioned above, about expressing knowledge to a public, but about fulfilling a request made by an individual person about another person’s personal data. The necessary, open and social interesting discussion or the control of society’s exercise of power and the freedom of evaluation, all necessary in a democratic society, do not require an ability to treat individual personal data in the manner that is discussed here. Freedom of expression does not require an exemption to the protection of privacy in a situation of this kind.”

The Court also found that the un-editorialized nature and scale of the data in question made even the processing of the full hard-copy catalogue non-journalistic, stating that “[b]ecause the processing of registered data to this extent can be compared with publishing of a so-called background register gathered by the whole company for editorial use, the question is not only about expressing information, opinion and ideas”.

71. Tietosujavaluttutettu v. Satakunnan Markkinapörssi Oy and Satamedia Oy, KHO 2009: 822009 (translated from Finnish). The court then found that these activities violated the Finnish Data Protection Act and referred the case back to the Finnish data protection tribunal.
The final determination in Satamedia chimes with detailed findings made by a number of courts around Europe concerning the data protection responsibilities of new and often highly negative and intrusive evaluative databases which have proliferated online in recent years. These so-called “rating websites” systematically collect and compile vast quantities of information relating to the business, employment or even intimate areas of individuals’ lives. Rating websites which have achieved particular prominence in Europe include those compiling information on school and university teachers and also doctors although, as Solove notes, internet sites have also been set up to gather information on activity with a much stronger link to private life, including alleged impolite behaviour, bad driving and date cheating. In 2008, the Paris Court of Appeal found that the teacher-rating website Note2be.com was operating in violation of the requirements under French data protection law to obtain data fairly and to ensure their relevance and adequacy. The special purposes provision was not even raised as a possible defence, and the site was ordered closed. In 2009, the German Federal Court also handed down an opinion on a teacher-rating website – Spickmich.de. In this case, the special purposes provision was considered but, similarly to the final Finnish judgment in the Satamedia case, the Court considered that the essentially privatized purpose of the site rendered it inapplicable. In sum it stated: “[T]he mere automatic listing of content does not yet constitute a journalistic and editorial design [Gestaltung]. Only when the opinion-forming effect on the community is dominant and not just a decorative accessory can such a design [Gestaltung] be spoken of”. Unlike many rating websites, this forum did have a range of in-built limitations, including that users could only leave marks, problematic content could be flagged, it was only open to subscribers (e.g. pupils, parents and teachers) and the content related to the teacher’s social as opposed to truly private life. Taking these protections into account and recognizing that pupils’ freedom of expression should be considered a legitimate interest under general data protection law, the Court was able to find the site in conformity with general data protection law. This was not, however, the case as regards a
lawyer-rating website, solicitorsfromhell.co.uk, examined by the England and Wales High Court in Law Society, Hine Solicitors & Kevin McGrath v. Rick Kordowski in 2010. Founded in 2005, this website comprised a “‘blacklist’ of law firms and solicitors that should be avoided” collated from almost invariably anonymous postings made by disgruntled members of the public who were invited to “NAME and SHAME your OPPRESSOR”. Justice Tugendhat found the site manifestly in violation of the data protection requirement to process data fairly and lawfully and, therefore, granted a perpetual injunction ordering the removal of the website and prohibiting the publication by the Defendant of a similar website in the future. Like Spickmich.de, the judgment did consider, albeit rather opaquely, whether special purposes protection for journalism could be claimed. Although acknowledging that “[t]oday anyone with access to the internet can engage in journalism at no cost”, Tugendhat J found that the “[j]ournalism that is protected by s. 32 [of the UK Data Protection Act] involves communication of information of ideas to the public at large in the public interest”. Since the communication lacked “the necessary public interest”, this derogation could not be invoked. Again, the reference to “public” here clearly refers to a collective concept, as opposed to simply a characteristic shared by any indefinite number of individuals.

A survey administered to all EEA Data Protection Authorities (DPAs) between March and July 2013 indicated that DPAs have adopted an equally

78. Ibid., para 10.
79. Ibid., para 9. It was also clear that, on occasion, the ability of the Defendant to delete material from the website had “been used as a tool to demand money from those it names” (para 116).
80. Ibid., para 184.
81. Ibid., para 99.
82. Ibid., para 99. Since s. 32 of the UK Data Protection Act 1998 requires in all cases that the data controller have a reasonable belief that publication is in the public interest to benefit from substantive protection from data protection responsibilities (s. 32(1)-(2)), it is tempting to interpret Tugendhat J’s analysis as being limited to consideration of the depth as opposed to scope of the “special purposes” provision within UK law. This, however, cannot be the case since the procedural bar on injunctive relief, which is also set out in s. 32, only requires that the data controller “claims, or it appears to the court, that any personal data to which the proceedings relate are being processed – (a) only for the special purposes, and (b) with a view to the publication by any person of any journalistic, literary or artistic material which, at the time twenty-four hours immediately before the relevant time, had not previously been published by the data controller” (s. 32(4)). Injunctive relief clearly was granted in this case. It, therefore, seems clear that Tugendhat J implied into very definition of journalistic purposes some, albeit very unclear, notion of public interest.
83. These comprised 31 national DPAs, the Gibraltar DPA, Catalan DPA, Basque DPA and the 15 German Länder DPAs. As regards the Bavarian Land, contact was made only with the body responsible for regulation of private sector processing (the Bayerisches Landesamt für
restrictive approach to special purposes protection in this area. Thirty-one responses were received to this survey including from twenty-five national EEA DPAs (representing 81% of their total number).³⁴ One question concerned the relationship between data protection and a company which “establishes a website freely available on the Internet allowing individuals to ‘rate’ and add comments about their teachers”. Of the thirty standardized³⁵ responses to this particular question, none considered the special purposes provision applicable, fifteen (50%) considered, following the logic of Lindqvist, that “[t]he general provisions of Data Protection law apply, but must be interpreted with regard for other fundamental rights including freedom of expression” and fourteen (47%) that “[t]he general provisions of Data Protection law apply in full”. A single DPA (3%) argued that “Data Protection does not apply” here.³⁶ Of the twenty-eight DPAs which were able to provide relevant information as regards enforcement,³⁷ twelve (43%) indicated that at some point they had taken enforcement action against an internet rating website, although despite significant efforts to find details of these, evidence of such action found within public domain material was much sparser.³⁸

Datenschutzaufsicht) and not the Bayerische Landesbeauftragte für den Datenschutz which is responsible for the regulation of certain public sector processing. This reflected the substantive interest of the survey.

³⁴. The other six responses were from the Catalan DPA, the Gibraltan DPA and four German Länder DPAs.

³⁵. The other DPAs either were unable to reply to this specific question or provided an individualized free-text answer.

³⁶. As noted above, some of these DPAs need to interpret, albeit subject to the powerful principle of indirect effect, national laws with special purpose derogations that diverge in scope from the maximum set out in Directive 95/46. However, even looking at the 16 DPAs interpreting laws at least as expansive as that set out in Art. 9 itself, a similar pattern emerges. Thus, 10 DPAs (63%) indicated that the “general provisions of Data Protection apply in full”, with the remainder indicating that such general provisions must be interpreted with regard for other fundamental rights.

³⁷. The federal German DPA indicated that, as it had no general jurisdiction over the private sector, it was unable to provide details of enforcement action. For similar reasons, the responses of the Spanish Catalan DPA were excluded from these results.

³⁸. It was possible to determine that the French DPA had taken enforcement action not only in relation to Note2be.com (considered above) but also in relation to Palmares.com which offered users the possibility of rating lawyers, doctors, entrepreneurs and public personalities. See Commission Nationale de L’Informatique et des Libertés, 30th Activity Report 2009, pp. 59–60 <www.cnil.fr/fileadmin/documents/en/CNIL-30e_rapport_2009-EN.pdf> (last visited 8 July 2014). In addition, the Netherlands DPA noted in its Annual Report that it investigated a teacher rating website in 2009, resulting in its adaption and shielding from search engines. See Dutch DPA, Summary of the Annual Report 2009, p. 3 <www.dutchdpa.nl/downloads_jv/jv_2009_sv.pdf> (last visited 8 July 2014).
5.2. Street mapping services with street-level images

Following the launch of Google Street View in 2007 and its roll-out into Europe in 2008, EEA DPAs have adopted an even more rigorous approach to the data protection obligations of street mapping services. The same questionnaire mentioned above also probed DPAs’ understanding of the relationship between data protection and a “street mapping service” which “produces maps with street-level photographic images including pictures of individuals, motor vehicles and homes”. Mirroring the above, of the twenty-nine standardized responses to this question, none considered the special purposes provision applicable, 27 (93%) thought that “[t]he general provisions of Data Protection law apply in full” and only 2 (7%) that “[t]he general provisions of Data Protection law apply, but must be interpreted with regard for other fundamental rights including freedom of expression”. A large number, fifteen (54% of the 28 relevant responses), indicated that they had taken enforcement action against a street mapping service and these claims were generally backed up by copious public domain material indicating the imposition of sometimes very onerous restrictions especially on Google Street View itself. European DPAs almost universally insisted on the automatic blurring of faces and vehicle registration numbers coupled with implementation of a right to object to inappropriate content post-publication. A number even argued that these services must provide route information in advance and also establish a mechanism for objecting to processing not just ex post but also ex ante publication. Finally, some DPAs even claimed that images of people’s homes also constituted protected personal data when processed in such a context. In Germany, this led to almost a quarter of a million individuals successfully demanding that such images be removed.

89. Again, if only the DPAs acting under a national law with a special purpose scope at least as expansive as that set out in Art. 9 of Directive 95/46 are examined, a very similar pattern still emerges. Of the 15 relevant responses, 13 DPAs (87%) indicated that the “general provisions of Data Protection apply in full”, with the remaining 2 DPAs finding that these general provisions applied but had to be interpreted with regard for other fundamental rights.


92. Ibid.
from the site. 93 In stark contrast, however, the Swedish DPA held that the protections of the data protection regime were entirely suspended as regards two street mapping services (Hitta.se and Eniro) since their activity was shielded under the Swedish Fundamental Law on Freedom of Expression. 94 Although clearly against the wording of the current Directive, the Swedish Personal Data Act draws on the provisions in this law to grant data controllers an absolute exemption not only in relation to journalism and literary and artistic expression but for the communication of “information on any subject whatsoever” including “through public playback of material from a database . . . and other technical recordings”. 95 The implications of this divergence will be further analysed in section six below.

In general, there has been no attempt to challenge in the courts the basic assumption applied outside Sweden that, vis-à-vis street mapping services, data protection norms should apply without any explicit restriction. One exception, however, may be found in the 2010 challenge by Fonecta, a Finnish company providing a product similar to Google Street, to the Finnish Data Protection Ombudsman’s requirement that it obtain a permit for its data processing. This requirement rested inter alia on the assumption that the product was not solely “journalistic”. 96 Relying on an expansive understanding of the ECJ’s ratio in Satamedia, Fonecta sought to challenge this assumption. However, the Finnish Data Protection Board ruled that Fonecta’s processing was not in the relevant sense directed solely at the disclosure to the public of information, opinions and ideas, but was rather aimed at improving its “services”. Particular emphasis was placed on the integration of the mapping service with “Yellow Pages” directories that promoted various companies visible on the maps. 97 The Helsinki

95. Sweden, Data Protection Act 1998, s. 7; Sweden, Fundamental Law on Freedom of Expression, Art. 1. In most cases entities which wish to secure exemption in this way must register themselves with the Radio and TV Authority thereby securing a “no impediment to publication” certificate (see Sweden, The Fundamental Law on Freedom of Expression, Art. 11). As Gräslund notes above, both Hitta.se and Eniro had obtained such a certificate. This general requirement to register may help explain why these provisions were not explored in the Ramsbo case detailed below.
Administrative Court later confirmed this decision. Overall, similarly to the rating website cases outlined above, the fact that these new products were designed to enable information to be used for the individual or corporate end users’ essentially discrete and privatized purposes, was found to render the special purposes provision inapplicable.

5.3. General publication and the sole purposes requirement

The current scope of the “special purposes” provision has also been considered within the context of the seemingly more straightforward preparation, and then publication, of material in both online and offline format. Ramsbo, the first reported case to deal with this issue, occurred very soon after the coming into force of the Data Protection Directive and concerned the setting up by the defendant of a website spreading information about alleged malpractice in the Swedish banking system including negative comments about named individuals working at particular Swedish banks. Ramsbo sought to counter the argument that this activity involved a violation of the Swedish Personal Data Act by arguing that his activity was carried out solely for journalistic purposes. This argument was rejected right up to Court of Appeal level on the basis that the website was intended to spread derogatory information about named individuals and this was not a journalistic activity. The Swedish Supreme Court disagreed holding that, since its purpose was to “inform, exercise criticism and spark debate on societal issues of importance to the public”, the website was journalistic. The Court did however further elucidate that whilst:

“[t]he website must be considered to have had a journalistic purpose this did not exclude that there could be a publication and processing of personal data which cannot be deemed to have been for a journalistic purpose. Publication of details of a purely private character, for example, are not normally considered to have journalistic purposes wholly

98. Tietosuoja-asiaa koskeva valitus v. Fonecta Oy, 01026/11/1204. This decision particularly emphasized the fact that highly systematized and automatic processing in mapping services was considerably different to the editorial purposes of traditional media.

99. This decision, in particular, underscores the fact that so-called “commercial speech” will almost certainly not benefit from special purposes protection even on the basis of it being an instance of “literary and artistic expression”. See supra note 70.


independent of a publication placing this in an otherwise journalistic purposes context.”

So long as the notion of “societal issues of importance to the public” is not interpreted restrictively, the judgment can be taken as holding that publications aimed at disclosing information, opinion or ideas to individuals acting as members of the collective “public” should be considered journalistic, but that unrestricted publication to individuals for essentially privatized purposes should not. Such a holding is entirely consonant with a proper construction of the Satamedia holding handed down by the ECJ some seven years subsequently.

The Swedish Supreme Court in the Ramsbo case mentioned above also gave some consideration to the meaning of the requirement found in the special purposes provision that protected processing be “solely” for these purposes. This sole purposes requirement was an aspect of the law which was noted, but otherwise left unanalysed, by the ECJ in Satamedia itself. Whilst the Swedish Supreme Court did not attempt an exhaustive definition of this term, it did attempt to read it down, stating that: “The restriction to ‘solely’ journalistic purposes is intended primarily to clarify that personal data used by the media and journalists other than for editorial purposes falls outside the exemption. For example, mass media’s treatment of personal data for billing, or direct mail survey or reader profiles fall outside the exemption.”

In general, however, a much stricter approach has been taken to this requirement, with the notion of “solely” often being interpreted as akin to a requirement for exclusivity of purpose. Take, for example, the British case of Quinton v. Peirce. This case concerned alleged breaches of the fairness and accuracy provisions of the UK’s Data Protection Act resulting from the publication by Robin Peirce, a candidate in a local council election, of political material which mentioned Chris Quinton, the sitting councillor. Justice Eady’s judgment clearly stated that the Act’s “exemptions for journalism... have no application to this election leaflet”. This was despite that fact that the publication in question clearly imparted a message, or
in the phraseology of Satamedia “information, opinions or ideas”,\textsuperscript{106} to the individuals in respect of the role as members of the collective “public”. Indeed, as a result of its political subject matter, the leaflet fell within a type of collective disclosure which, on democratic grounds, has traditionally enjoyed the strongest protection within freedom of expression jurisprudence.\textsuperscript{107} From a different and narrower perspective, however, the leaflet was aimed at promoting the candidacy of Robin Peirce for the local council. The purpose of canvassing political support is also a recognized one within UK and European data protection law.\textsuperscript{108} Therefore, on a strict “exclusivity” understanding of the sole purposes requirement, the leaflet failed the relevant hurdles.

Despite holding the special purposes provision inapplicable, no breach of the UK Data Protection Act was found in Quinton v. Peirce.\textsuperscript{109} Nevertheless, the equation of “solely” with “exclusivity” has exerted a broader chilling effect on public freedom of expression. For example, it has undergirded a widespread understanding that, since “research” is regulated separately from the “special purposes” in Directive 95/46,\textsuperscript{110} academic scholarship may only benefit from the narrow derogations available for the former activity and not the much more open and expansive “special purposes” ones. For example, in 2003 the European Commission’s RESPECT project drew up data protection guidelines for socio-economic researchers that only made reference to the former provisions.\textsuperscript{111} This was despite the fact that, through the production of articles, books and other outputs, such scholarship is indubitably aimed at producing information, opinions and ideas for collective public benefit. This

\textsuperscript{106} Case C-73/07, Satamedia, para 66.


\textsuperscript{108} See, e.g., the entry under “Reasons/purposes for processing information” in the UK Information Commissioner’s Office model registration for “Political Party” available at <ico.org.uk/for_organisations/data_protection/registration/~media/documents/library/Data_Protection/Forms/registration-nature-of-work-descriptions/political.ashx> (last visited 13 July 2014).

\textsuperscript{109} In coming to this conclusion, Eady J clearly took into account the fact that he was “by no means persuaded that it is necessary or proportionate….to afford a set of parallel [data protection] remedies when damaging information has been published about someone, but which is neither defamatory nor malicious” (para 87) and that he must avoid interpreting the statute “in a way which results in absurdity” (para 93). Given this, it may be taken that, albeit rather non-explicitly, Eady J did recognize the freedom of expression interest of Peirce in a similar way to the German Federal Court recognizing the cognate freedom of expression interests of school pupils in the Spickmich.de case considered above.

\textsuperscript{110} The “research” provisions, which are variously described as being available for “scientific research”, “historical research”, “historical or scientific research” and “historical, scientific or statistical purposes” are set out in Recital 34 and Arts. 11(2), 13(2) and 32(3) of the Directive 95/46. Research may also benefit from the derogations which Member States may optionally provide under Art. 13(1)(g) in the interests of the “rights and freedoms of others”.

understanding has led to many academic institutions and research funders promulgating highly restrictive policies which, for example, prohibit researchers using covert methodologies even as regards data clearly of public interest and which could not be otherwise collected. In addition, Scasa provides details of two adjudications made under the Albertan Personal Information Protection Act, a Canadian data protection statute which is modelled including as regards the definition of the “special purposes” on Directive 95/46, where a strict approach to sole processing requirement did lead to the finding of two concrete violations.

Finally, it must be noted that a large number of EEA DPAs have continued to interpret the special purposes provision extremely restrictively, perhaps even limiting its use to the professional media only. Thus, the 2013 survey noted above also quizzed EEA DPAs on their understanding of the relationship between data protection and the activity of an individual who “[i]n his spare time . . . publishes a blog”, “freely available on the Internet and visited by several hundred people a week” which “discusses and disseminates gossip about various celebrities”. Whilst 7 DPAs (28% of the 25 standard responses to this question) did consider that special purposes provision would be applicable, 17 (60%) thought only that “[t]he general provisions of Data Protection law apply, but must be interpreted with regard for other fundamental rights including freedom of expression”. A further 3 DPAs (12%) variously indicated that, in their opinion, data protection either applied in full or did not apply at all.

6. Reform proposals

Following on from a 2010 commitment to bring out new legislation on this subject, on 25 January 2012 the Commission proposed replacing Directive

113. S. 4(3)(b) of this exempts processing personal data for literary and artistic purposes and no other purpose from all of the Act’s requirements. Meanwhile, s.4(3)(c) provides a similar exemption for journalistic processing and no other purpose.
115. Again, looking only at the responses from DPAs interpreting national legal provisions at least as expansive in scope as Art. 9 of Directive 95/46 itself, a similar pattern emerges. Of the 13 relevant responses, 7 DPAs (54%) held that the general provisions of Data Protection applied but must be interpreted with regard for other fundamental rights, 4 (31%) that the special purposes derogation was applicable and 2 (15%) that Data Protection law did not apply.
95/46 with a new Data Protection Regulation.\(^{117}\) As the Commission Communication on this proposal stated, it was motivated by an understanding that the “existing rules provide neither the degree of harmonization required, nor the necessary efficiency to ensure the right to personal data protection”.\(^{118}\) In light of this, alongside proposing enacting a legal instrument that would by its nature be directly applicable in national law, the proposal contained many detailed provisions for enhancing the harmonization and effectiveness of the pan-European regime, including imposing a requirement to ensure data protection by design and by default,\(^{119}\) empowering all DPAs to issue fines for breaches of data protection law,\(^{120}\) and replacing the current Article 29 Working Party of EU DPAs with a European Data Protection Board charged with overseeing a “consistency mechanism” aimed at securing coordinated interpretation and application of the law in relation to cross-border situations.\(^{121}\) In contrast, as regards its scope of application and much of its substance, the proposed Regulation was “just an adjusted version (and in regard to many central provisions a copy) of Directive 95/46”.\(^{122}\) This largely imitative approach was particularly apparent in relation not only to the core material definitions but also the provisions on data subject notification and sensitive data, together with general exemptions and derogations (explored in section 1 above).\(^{123}\)

The Commission’s draft Regulation similarly proposed only very limited changes as regards the scope of the special purposes provision. Thus, in this initial draft, Article 80, which is designed to be a direct replacement of Article 9 of Directive 95/46, also referred to processing “carried out solely for journalistic purposes or the purpose of artistic or literary expression”. However, a new Recital did endorse the liberal interpretation of this phrase adopted by the ECJ in *Satamedia*, at the same time clarifying that this holding should not be restricted to the processing of “data from documents which are

\(^{117}\) Commission, COM(2012)11 final, op. cit. supra note 5.
\(^{119}\) Proposed general data protection regulation, Art. 23.
\(^{120}\) Ibid., Art. 79.
\(^{121}\) Ibid., chapter VII (co-operation and consistency).
\(^{122}\) Blume and Svanberg, “The proposed data protection regulation: The illusion of harmonisation, the private/public divide and the bureaucratic apparatus”, 15 CYELS (2013), 36.
\(^{123}\) See Proposed general data protection regulation, Art. 2 (material scope including general exceptions), Art. 4 (definition of *inter alia* “personal data”, “processing” and “controller”), Art. 9 (provisions on sensitive data), Art. 14 (provisions on data subject notification) and Art. 21 (general derogations/restrictions).
in the public domain under national legislation”. 124 In sum, directly repeating elements of the judgment itself, this proposed Recital states:

“In order to take account of the importance of the right to freedom of expression in every democratic society, it is necessary to interpret notions relating to that freedom, such as journalism, broadly. Therefore, Member States should classify as ‘journalistic’ for the purpose of the exemptions and derogations to be laid down under this Regulation if the object of these activities is the disclosure to the public of information, opinions or ideas, irrespective of the medium which is used to transmit them. They should not be limited to media undertakings and may be undertaken for profit-making or for non-profitmaking purposes.” 125

However, both the Council of the EU and the European Parliament have now proposed going considerably further than this liberalizing gloss. On 31 May 2013, the Council suggested amending Article 80 to simply allow, and require, Member States to “reconcile the right to the protection of personal data pursuant to this Regulation with the right to freedom of expression” including, but not limited to, “processing of personal data for journalistic purposes and the purposes of artistic or literary expression”. 126 On 12 March 2014, a legislative resolution passed by the European Parliament proposed amending Article 80 to mandate and require Member States to provide a general reconciliation between the right to protection of personal data and “the rules governing freedom of expression in accordance with the Charter of Fundamental Rights of the European Union”. 127 At the same time, it was suggested that the relevant Recital be modified so as to state that:

“[i]n order to take account of the importance of the right to freedom of expression in every democratic society, it is necessary to interpret notions

124. Case C-73/07, Satamedia, para 62.
125. Recital 121, COM(2012)11 final. This Recital also clarified that these derogations should apply to “news archives and press libraries”.
126. Presidency to Council, Addendum to Note on General Data Protection Regulation – Key Issues of Chapters I-IV, 10227/13, available at <www.huntonprivacyblog.com/wp-content/files/2013/06/st10227-ad501_en13.pdf> (last visited 13 July 2014). At the same time, the pertinent part of Recital 121 was curtailed so as to only provide that “[i]n order to take account of the importance of the right to freedom of expression in every democratic society, it is necessary to interpret notions relating to that freedom, such as journalism, broadly.”
relating to that freedom broadly to cover all activities which aim at the disclosure to the public of information, opinion or ideas, irrespective of the medium which is used to transmit them, also taking into account technological development. They should not be limited to media undertakings and may be undertaken for profit-making or non-profit making purposes.”

7. General Analysis

The current scope of the special purposes provision within European data protection law is unacceptably confused and potentially far too narrow. To begin with, its reference only to “journalistic purposes or the purposes of artistic or literary expression” suggests that it is limited to shielding three narrowly defined types of activity which are principally, even if not exclusively, carried out by professional journalists, artists and writers. Secondly, its stipulation that processing be “solely” for one or other of these purposes, can easily be read as requiring a strict exclusivity of purpose. Such a requirement would deny special purposes protection to activities such as scholarly publication and the production of political campaign literature which, although fully capable of being conceived as aspects of literary expression, may likewise be held to fall within other purposes cognizable by European data protection, namely, research and canvassing political support respectively. Both of these potential restrictions fail to do justice to a wide range of free speech interests which deserve the strongest protection, especially but far from only within the increasingly participative “Web 2.0” context. In Satamedia, the ECJ did address some of these problems by holding that the reference to “journalistic purposes” must cover all activities whose “sole object...is the disclosure to the public of information, opinions or ideas”. However, not only was the proper construction of “sole” left unaddressed, but the ruling was technically confined to the processing of “data from documents which are in the in the public domain under national legislation”. In any case, the continued presence of different language on the face of the Directive itself has encouraged many EEA DPAs to continue to construe its scope much more narrowly. This was vividly illustrated by the rejection by a majority of EEA DPAs of the applicability of the special purposes provision to the activities of the amateur blogger detailed in responses to the 2013 survey noted above.

128. Ibid., amendment 83.
129. Case C-73/07, Satamedia, para 66.
130. Ibid., 66.
In light of this, it is tempting to support proposals made by both the Council and the European Parliament during negotiations on the proposed Data Protection Regulation to expand the scope of “special purposes” provision to cover “freedom of expression” itself. However, such a rewording would in principle run the risk of moving from the Scylla of undue restriction to the Charybdis of licence. Both the ECHR and the EU Charter of Fundamental Rights recognize that freedom of expression encompasses rights “to receive and impart information and ideas without interference by public authority and regardless of frontiers.”\(^{131}\) Moreover, from its inception, the entirety of European data protection has been correctly understood to be in inherent tension with such rights. The Explanatory Report to the Council of Europe’s Data Protection Convention, on which the EU’s data protection framework is based,\(^ {132}\) clearly states that:

“[t]he convention’s point of departure is that certain rights of the individual may have to be protected vis-à-vis the free flow of information regardless of frontiers, the latter principle being enshrined in international and European instruments on human rights (see Article 10, European Human Rights Convention; Article 19, International Covenant on Civil and Political Rights)”\(^ {133}\)

Thus, as Fritz Hondius, then Deputy to the Director of Human Rights for the Council of Europe, found:

“Data Protection is not so much a set of rules concerning privacy (Article 8 of the [European] Human Rights Convention) as a set of restrictions on the exercise of freedom of information (Article 10) which are permitted [but not required] under the second paragraph of Article 10 in the interest of the protection of other rights and freedoms (including the right to privacy).”\(^ {134}\)

Theoretically, therefore, such a change of wording should enable the erstwhile special purposes provision to be relied upon to justify any alteration of data protection’s fundamental provisions, thereby translating this extremely discretionary special purposes clause into one of universal application. Moreover, even if the provision was somehow confined to circumstances where information was disseminated to an indefinite number of people, its

\(^{131}\) ECHR, Art. 10; EU Charter, Art. 11.

\(^{132}\) See Directive 95/46, recital 11.

\(^{133}\) Council of Europe, op. cit. supra note 7, 19.

impact would be extremely far-reaching. As detailed above, read within its proper contextual context, the Satamedia holding was confined to providing a special purpose shield to disclosure to individuals acting in their capacity not as essentially privatized persons but rather as members of a collective “public”. In contrast, providing a special shield for all forms of dissemination to an indefinite number is a much broader proposition. Such an approach does lie at the heart of the Swedish Fundamental Law on Freedom of Expression which, against the requirements of the current Directive, has incorrectly been given precedence over data protection. As detailed above, this law has led to street mapping services established in Sweden being entirely exempted from default data protection requirements. It has also led to a wide range of other databases being similarly shielded including one (Lexbase) which allows, for a fee, anyone to search individual criminal convictions from the past five years by “name, social security number or geographic location. A series of red dots appear on a map showing where ex-offenders live”.¹³⁵ Moreover, given that protected databases are simply defined as “collection[s] of information stored for automatic data processing”,¹³⁶ there would appear to be no impediment to a general search engine ensuring that its index was shielded from data protection rules in a like matter. However, European law is clear that street mapping services, general search engines and databases which are primarily designed to further essentially privatized purposes should not be shielded from default data protection rules through the special purposes provision. The changes proposed by both the Council of the EU and the European Parliament would certainly place such a restriction in jeopardy.

Of course, it may be argued that European data protection desperately requires a fundamental shift of focus and balance which the Commission’s draft Regulation generally and manifestly fails to achieve. In principle, this argument is clearly correct. The almost unfathomable scope, inflexible nature and sometimes unduly onerous default standards of both the current Directive and the proposed Regulation are ill-suited to current digital realities. Indeed, Blume and Svanberg have cogently argued that

“[T]he current and proposed architecture creates an overly bureaucratic and legalistic regulatory environment which often appears illogical and disproportionately burdensome and prescriptive...In essence, this regulatory approach is the equivalent of legislating to end violent

¹³⁶. Sweden, op. cit. supra note 95.
Indeed, no lesser figure than the former UK Information Commissioner Richard Thomas not only stated in 2008 that European data protection was “no longer fit for purpose”138 but further argued in February 2013 that the proposed Data Protection Regulation “should be taken back to the drawing board”.139 However, these albeit very serious defects would best be addressed directly and on a pan-European level rather than through the side wind process of apparently radically expanding the scope of a special provision, which is designed to grant wide-ranging discretion to individual Member States, and in ways which are not clearly articulated or even understood. In any case, since a radical expansion of national discretion would dramatically conflict with the core harmonizing purpose of the proposed Regulation, this wording would almost certainly be interpreted much more restrictively and against its logical meaning, thus perpetuating rather than resolving the confusion in this area. In this regard, it must be emphasized that the Commission has explicitly linked its reform initiative to the achievement of greater harmonization in a number of areas of activity directly analysed in this article. For example, in 2011 the then European Commissioner for Justice, Fundamental Rights and Citizenship Viviane Reding highlighted the emergence of “online mapping services including pictures of streets and people’s homes” stating that a “more coordinated approach at EU level is needed to address such cases in a consistent and effective way”.140 The Commission also intervened forcefully in Google Spain to support the proposition that search engines indexing public domain information should be regulated under European data protection law as data controllers outside the special purposes shield. The ECJ’s judgment explicitly supporting this understanding was described by Reding as a “clear victory for the protection of personal data of Europeans” demonstrating that “data belongs to the individual not to the company”.141 A foretaste of the kind

---

141. Fiveash “Google ECJ case: No commish, it means we don’t need right-to-be-forgotten rewrite”, The Register (13 May 2014), available at <www.theregister.co.uk/2014/05/
of illogical and restrictive interpretations which may be expected can already be seen both in political positions adopted by the Commission during the negotiation on the Regulation and in recent ECJ case law. On the political level, after the Council had proposed expanding the special purposes provision to enable a reconciliation with freedom of expression itself, it is notable that the Commission continued to insist that “the indexation of personal data by search engines is a processing activity not protected by the freedom of expression”.142 Similarly, perhaps also aware of the potential future change of wording to the special purposes provision, in Google Spain the ECJ also studiously refused to acknowledge that regulation of the index of a search engine engaged freedom of expression; instead, it argued only that this implicated “the economic interest of the operator of the search engine” and “the interest of the general public in finding that information”.143 This is in stark contrast to its earlier Lindqvist judgment of 2003 where, despite refusing to rule the special purposes provision applicable, the ECJ did acknowledge that “Mrs Lindqvist’s freedom of expression in her work preparing people for Communion and her freedom to carry out activities contributing to religious relief have to be weighed against the protection of the private life of the individuals about whom Mrs Lindqvist has placed data on her internet site”.144 However, given that a search engine is clearly involved in disseminating information which the internet user then receives, it remains an undoubted fact that its activities do fall squarely within the scope of freedom of expression. Indeed, in current technological reality, general search engines are even used ubiquitously to receive information linked to political and other matters of clear social interest which freedom of expression jurisprudence has generally been particularly concerned to safeguard.

On balance, expanding the special purposes provision to simply refer to freedom of expression itself could cause more problems than it resolves. Assuming this is the case, the special purposes provision must still be subject to amendment. Firstly, the confusing and potentially restrictive notion of “journalistic purposes” should be replaced with the broader concept of “all activities which aim at or instantiate disclosure to the public of information, opinions or ideas”. A Recital should also clarify that such disclosure is not limited to the professional media but rather is part of a fundamental right which may be enjoyed by all, including academic scholars, sole individuals and campaign groups, and irrespective of whether the activity is undertaken

13/what_google_ecj_case_might_mean_for_right_to_be_forgotten_data_protection_rewrite/> (last visited 2 Dec. 2014).
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Secondly, the confusing express stipulation that processing must be “solely” for such purposes should be removed, thereby underscoring that an activity which can be conceptualized entirely within these special purposes should not fall outside this shield simply because it can also be thought of as actualizing another purpose or purposes cognizable within European data protection law.

However, even if the special purposes derogation is reformulated in these terms, it is clear that a number of activities linked to public freedom of expression broadly conceived will still find themselves outside its scope. This includes activity which plays a key role in either facilitating disclosure to the collective “public”, such as general search engines, and those which either facilitate or even instantiate individual self-expression, such as many rating websites. In light of the onerous nature of many of the default requirements in European data protection, these actors should also benefit from certain freedom of expression derogations. In practical terms, some of these activities have already secured the benefit of certain derogations, albeit of an unstructured, extra-statutory and therefore highly unstable form. For example, in the 2013 survey noted above, approximately half the EEA DPAs explicitly acknowledged when considering the obligations of a teacher-rating website, the general data protection provisions “must be interpreted with regard for other fundamental rights including freedom of expression”. Although more implicit and volatile, EEA DPAs’ understanding of the law vis-à-vis search engines discloses a similar approach. In its 2008 Opinion on search engines, the Article 29 Working Party of EU DPAs acknowledged that a “balance needs to be struck by Community data protection law and the laws of the various Member States between the protection of the right to privacy life and the protection of personal data on the one hand and the free flow of information and the fundamental right to freedom of expression on the other hand”. 145 However, when in the 2013 survey noted above EEA DPAs were explicitly asked to determine the relationship between data protection the “new form . . . of online publication” arising when “[a] company provides a service allowing people to search the information sources of the public Internet (including on identified individuals) through a web-based search engine”, 21 DPAs (81% of the standardized responses) indicated that “the general provisions of Data Protection law apply in full”. 146 Nevertheless,

146. No DPAs though the special purposes provision was applicable, 3 DPAs (12%) indicated that “[t]he general provisions of Data Protection law apply, but must be interpreted with regard for other fundamental rights including freedom of expression” and 2 (8%) that “Data Protection does not apply”. A similar pattern emerged if only DPAs acting under national
following the handing down of *Google Spain* and implicitly returning to a focus on balance, in 2014 the Working Party published guidelines which explicitly stated that “[t]he interest of the search engines in processing personal data is economic. But there is also an interest of internet users in receiving the information using search engines. In that sense, the fundamental right to freedom of expression . . . has to be taken into consideration when assessing data subjects’ requests”. Moreover, it is clear that this document does not expect search engines to adhere fully to the Directive’s various rules, in particular, as regards private sector processing of sensitive classes of data which, as outlined above, generally stipulate either that the explicit consent of the data subject has been obtained or that the data “are manifestly made public” by this same individual. Such *ad hoc* approaches are clearly unacceptable from the point of view of legal certainty and consistency. Indeed, given that any restrictions on freedom of expression must be “prescribed by law”, they fail to meet the standard laid down by both the ECHR and the EU Charter. At a minimum, the new law should explicitly require, rather than allow, Member States to lay down such derogations as are necessary to reconcile data protection with the right to public freedom of expression, broadly conceived, under that law’s general derogation provisions. These provisions are set out in Article 21 (vis-à-vis ordinary default data protection requirements) and Article 9(2) (vis-à-vis the sensitive data rules) of the proposed Regulation, themselves largely the cognate of Article 13 and Article 8(4)–8(5) of the current Directive respectively. The wording of these provisions must be flexible enough to enable an appropriate balance between the rights and interests in play. Nevertheless, the scope and depth of these laws with special purpose provisions at least as expansive as Art. 9 of Directive 95/46 itself were examined. Here, 9 DPAs (69%) indicated that the general provisions of Data Protection apply in full, 2 (15%) that such provisions applied but had to be interpreted with regard for other fundamental rights and 2 (15%) that Data Protection law did not apply.
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150. See in this regard, Amendment 116 to Art. 21 proposed by the European Parliament in its Legislative Resolution of 12 March 2014 (cited supra 127). This would *inter alia* remove the possibility of any derogation from the data quality principles (set out in Art. 5 of the proposed Regulation and Art. 6 of the current Directive) and require “specific provisions” including as to “the specific purposes and means of processing”. As demonstrated in the *Google Spain* case, even though generally “drafted in an open-textured format, the data quality principles can constitute a very significant restriction on freedom of expression. Therefore, the need for certain targeted derogations cannot be excluded. Additionally, a number of the *specific
provisions are rightly more limited than that set out vis-à-vis the special purposes. As a result, requiring these clauses to be used to effect a reconciliation between data protection and more general aspects of public freedom of expression, will ensure that a variegated approach is taken to departures from the default data protection scheme in this broad area. Activities orientated towards disclosing information, opinion and ideas to individuals acting in their role as members of a collective “public” will benefit from the deepest shield from data protection norms. At the same time, activities which merely facilitate such expression, or which either facilitate or instantiate essentially only individual self-expression, will also benefit from mandatory derogations, albeit of a more restricted nature.

8. Conclusions

European data protection sits in a relationship of profound tension with public freedom of expression. In light of this, the EU Data Protection Directive 95/46 includes a special purposes provision requiring that Member States set out a qualified shield for data processing “carried out solely for journalistic purposes or the purpose of artistic or literary expression”. The scope of this provision, however, is both opaque and far too restrictive to provide a general reconciliation of values in this area. Its wording suggests that it is only in relation to three types of activity, principally if not exclusively carried out by professional journalists, artists and writers, that “[p]rocessing of personal data and freedom of expression” need to be considered in tandem. Moreover, its stipulation that processing be “solely” for one or other of these purposes can easily be read to imply the need for a strict exclusivity of purpose, thereby removing from this shield activities such as scholarly research and socio-political campaigning where another purpose may also be considered present. In partial recognition of these limitations, the ECJ held in Satamedia that the reference to “journalistic purposes” must include all activities whose “sole object...is the disclosure to the public of information, opinions or ideas”. However, as not only subsequent national decisions but also the ECJ’s own ruling in Google Spain have vividly illustrated, “the public” here must be understood as referencing a collective grouping along the provisions” envisaged by the Amendment appear to mandate highly bureaucratic procedures in all circumstances. This would undermine the type of flexible balancing envisaged here.
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lines of the “body politic” as opposed simply to an indefinite number of persons. The case also did not clarify the meaning of the reference to “solely” within the special purposes. As a result, a wide range of activities related to public freedom of expression may continue to fall outside its scope, including scholarly research, socio-political campaigning, rating websites, street mapping services and general search engines. Moreover, the continued presence of seemingly more restrictive language in the Directive itself has encouraged many EEA DPAs to confine its scope primarily, or even exclusively, within the even narrower confines of the professional media.

As part of the proposed reform of European data protection, both the Council and the Parliament have now proposed rewriting the special purposes provision to allow, and require, Member States to effect a reconciliation between data protection and freedom of expression itself. Given that European data protection has from its inception been recognized to be in inherent tension with freedom of expression, such a rephrasing would in principle translate the scope of this special and extremely discretionary clause into one of universal application. However, since this outcome would dramatically conflict with the core harmonizing aim of the proposed reform, it would almost certainly be interpreted much more narrowly and against its natural meaning. As a result, change of this sort would not only run the theoretical risk of moving from the Scylla of undue restriction to the Charybdis of licence, but would be unlikely to resolve the fundamental confusion which exists in this area.

Given these problems, construction of an explicitly layered approach to these issues may offer a better way forward. Such a reform would be two-pronged. On the one hand, the special purposes provision would be expanded to explicitly refer to the concept of “all activities which aim at or instantiate disclosure to the public of information, opinions or ideas”, at the same time removing the confusing express stipulation that processing be “solely” for the protected purposes. This would categorically ensure that all activity orientated towards a collective discourse would be covered, including scholarship, socio-political campaigning and many types of blogging. At the same time, amendments should clearly oblige Member States to reconcile data protection with the right to public freedom of expression more broadly conceived under the law’s general derogation provisions. This requirement would enable activities, such as general search engines and certain rating websites, which facilitate disclosure of material to individuals acting as members of the collective “public” or which either facilitate or instantiate individual self-expression, to also benefit from mandatory derogations, albeit of a more restricted nature. Such an approach cannot resolve the general and serious challenges confronting European data protection which are certainly
deserving of urgent and sustained attention. Nevertheless, as regards the increasingly pressing tension between data protection and public freedom of expression, it would enhance coherence and certainty within the law, secure a greater degree of European harmonization in those areas where this is both more necessary and more appropriate and, finally, ensure a fairer balance between these two rights which are so often in critical conflict.